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This release of Endpoint Detection & Response (EDR) includes enhancements that strengthen
detection, response, and therefore visibility of cyber, insider, and third-party threats using
Behavioral Monitoring and Analysis (BMA), which leverages ClearSkies™ advanced security
analytics and threat intelligence.

New features and enhancements are introduced in Endpoint Detection & Response (EDR) version
6.9.3, including:

e The agent now resends its details to the portal every time there are configuration changes.
e The endpoint now utilizes native operating system processes for seamless domain
controller queries, replacing traditional PowerShell scripts.

No special considerations applicable to this version.
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ClearSkies™ Endpoint Detection and Response (EDR) is a comprehensive Endpoint Protection
solution, fully integrated with ClearSkies™ to complement the detection and response of cyber,
insider and third-party threats by utilizing Behavioral Monitoring and Analysis (BMA) which
leverages ClearSkies™ advanced security analytics and Threat Intelligence.

» The ClearSkies™ Endpoint Detection & Response (EDR) Agent has now the ability, to resend
the version and the policy from a workstation back to endpoint service, every time there is
a change in host.

» The ClearSkies™ Endpoint Detection & Response (EDR) Agent now uses native OS processes
to query Domain Controllers instead of PowerShell scripts, effectively minimizing the
security risk of the host.
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